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Alertus Network Information Form
Thanks for selecting Alert Beacons for your organization’s emergency notification needs.  Please provide as much information as you can below so we can configure the Alertus system to best suit your organization’s infrastructure.
Alertus will use the provided information to program an Alert Beacon for testing and deliver it to the specified shipping address.  Your organization will also be provided with the unique MAC address of each Beacon so that they can be provisioned in your organization’s authentication system.  
PLEASE REVIEW THE INFORMATION FOR NETWORK ADMINISTRATORS PAGE BEFORE 
COMPLETING THIS FORM LOCATED AT:
http://support.alertustech.com/wiki/Info_for_Network_Administrators
To access this page you will need to login using the following credentials:

username: implementation 
password: resources
Network Settings
Ethernet and Wi-fi enabled Alert Beacons are pre-programmed to connect to the server running the Alertus Server software via a domain name. This prevents the need to reprogram each individual beacon if the software is moved to another computer or in the event of server downtime. Therefore we require that each organization provides a DNS hostname for the server running the Alertus eEAS Broadcast Messenger software. For example, if the organizational domain name is mydomain.edu', one might use 'alertus.mydomain.edu' as a hostname. Alertus strongly recommends that this hostname be resolvable globally, in order to maximize the flexibility and functionality of the installation.  In cases where this is strictly impossible, internal/local DNS records (e.g. ‘alertus.mydomain.local’) can be supported.

Regardless of the chosen hostname, please ensure that the hostname can be resolved from all network segments where Alert Beacons or Alertus Desktop clients will be installed.
Host Name: ________________________________ (ex. alertus.mydomain.edu)

(Your organization will need to setup DNS records to point this domain to the Alertus Application Server)

WiFi Settings (if applicable)
Care should be taken to consider any future infrastructure changes, since changing parameters in the Beacons (such as WLAN security settings, encryption keys, etc) will require manually updating each unit.

    WLAN Network Name (SSID): _____________________

    Security: [   ]  No Encryption


[   ]  Other/Custom Authentication Protocol (complete section below)


[   ]  WEP




Authentication: [   ] Open/None
[   ] Shared




WEP Key Size: [   ] 64 bits
[   ] 128 bits




Key: ______________________________




Default TX Key: [   ] 1  [   ] 2  [   ] 3  [   ] 4



[   ]  WPA (Pre-Shared Key only)




Encryption: [   ] TKIP  [   ] TKIP+WEP




Key: ______________________________



[   ]  802.11i/WPA2 (Pre-Shared Key only)




Encryption: 
[   ] CCMP  [   ] CCMP+TKIP  [   ] CCMP+WEP






[   ] TKIP    [   ] TKIP+WEP




Key: ______________________________
Note: WPA/WPA2 Enterprise Authentication is not supported.

If applicable, briefly describe any special authentication requirements for WLAN access (i.e. LDAP, browser-based login, MAC filtering, etc.) below:
Email and SMTP Settings (recommended)
The Alertus system can use your organization’s email servers to send notification and monitoring alerts that increase the manageability, reliability and visibility of the system while decreasing system testing and maintenance time.  If you’d like to have your server configured to use your internal email settings please specify the following information:
SMTP Server: ________________________________
SMTP Port: __________________________________ 

Is authentication required?  If so please supply any required credentials (i.e. username and/or password) or special instructions:
Alertus Server Connection Info

This information is used by Alertus Support to login to the Windows Server (via RDP) for software installation and support reasons.  If you prefer for vendors to connect through VNC instead of RDP then please provide that information.  If you would like to limit access to particular IP addresses you may use 76.160.66.175 and 76.160.66.179.

	Server IP or Hostname (In most cases this is the same as the domain name specified on the first page)
	

	Windows Username (Note RDP must be enabled for this user)
	

	Windows Password (This can be provided over the phone if preferred)
	

	Domain (if a specific domain is necessary)
	


VPN Settings (if necessary)

Please include all necessary VPN client info which is necessary to connect to the VPN below.
Shipping Information

The information below will be used to populate our customer database and will be used when sending the initial shipment.  Please use an address which FedEx or UPS will be able to verify to reduce any issues.

	Company Name
	

	Recipient Name
	

	Recipient Email (this address will receive automated tracking number information):
	

	Recipient Phone
	

	Address Line 1
	

	Address Line 2 (optional)
	

	City
	

	State
	

	Zip Code
	


Note: we can obtain this information from your Project Manager if the person who is completing this form does not know the shipping information.
Completed by Authorized Gamewell-FCI Distributor

	ESD Name
	

	ESD Recipient Name
	

	ESD Recipient Email (this address will receive automated tracking number information):
	

	ESD Recipient Phone
	

	Address Line 1
	

	Address Line 2 (optional)
	

	City
	

	State
	

	Zip Code
	

	Ship to Customer or ESD?
	


Please email copy of this completed form to Alertus at: orders@alertus.com prior to ordering product. Orders received without completed form will be delayed for shipment. 
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